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Brussels Institute for the encouragement of scientific research and
Innovation.

Tools: funding schemes to support innovative projects by companies,
research organizations and the non-commercial sector.
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Bridge (former Strategic Platform Program) %

<t Yearly thematic calls

+1. Consortium-based academic multi-year projects
+1. Target: Technology transfer towards the industry
“1. Sponsors

+1. 2013: Eco-building

#1.2014: e-Health

#.2015:Secur ol T

#1.2016: Energy Saving (in preparation)
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A Tesla Model S. (8] NEwE

TESLA CARS HAVE one security advantage that a lot of other
cars don’t: the electric vehicles are impervious to hot-
wiring, so a thief can’t just break into your $100,000 vehicle,
pop open the steering column, futz with some cables and
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Belgacom has always denied that customers were affected by the espionage. The documents now show th
British intelligence service intercepted the communications of individual customers including NATO and the EU
as well as those of hundreds of international telecom providers.

Belgacom and GCHQ have so far refused to comment on the revelations. Britain says that nothing illegal
happened. Belgacom is awaiting the outcome of the Belgian investigation.

dashboard, start the car with a software command, and
drive it. They could also plant a remote-access Trojan on the
Model S’ network while they had physical access, then later
remotely cut its engine while someone else was driving.
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Costs

#. Money (> $400billion / year*)
+. Jobs

#. Competitiveness

+ Innovation

#1. Reputations

+1. Confidence

+ Lives

(*) MacAfee
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The very gquestion +t$

WHEN?
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3 calls for projects
+t. Security-by-design

#1. Big Data

+1. Authentication
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o o o Security-
SeCloud«Securitydriven Engineering of Clodshsedapplications» — _
by-design
SPICE%Scalable Processing amdningof Complex Events f@ecurityanalytics»
— Big Data
BRUFENCKkScalable machine learning for automating defesgstems»

SCAUT«Sidechannel Security for Authenticatdehcryption»

— Authentication

GCURE«CostSensitive Dynamic User Authentication with Reinforcentayarning»
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